For Now, New York State Investigators Can Ping Cellphones Without A Warrant in New York State

Can New York State Inspectors General and other law enforcement agencies use real-time GPS tracking on cellphones without a judicially authorized warrant? At this time, the answer appears to be yes.

In 2013, for the first time, two New York State trial courts ruled on the use of global positioning system (GPS) information that was obtained without judicial authorization. In both People v. Moorer and People v. Wells, detectives used GPS information obtained from carriers to track down their targets, without first obtaining a warrant. Both the Moorer and Wells courts found that receiving live Geolocation data, commonly referred to as “pinging,” from a cellphone in order to determine its location was not a search because the defendants did not have a legitimate expectation of privacy in this kind of data.

This article examines the major factors shaping the Moorer and Wells decisions. It also analyzes the implications of decisions in other cases involving the use of Geolocation tracking devices, and looks ahead to other areas of litigation that may arise in the future with respect to GPS devices. Finally, it concludes that, assuming Moorer and Wells (or other trial court cases with similar findings) are not overturned on this issue in the higher courts, law enforcement agencies can be comfortable that pinging cellphones is a technique that can be utilized without a warrant in New York.

I. What it means to “ping” a phone

GPS, or Global Positioning System, provides highly accurate positioning, navigation and timing information worldwide for any device equipped with a GPS satellite receiver. All cellphones have this kind of technology. When a cellphone is turned on, it connects with its service provider’s network of cell towers, and identifies itself to the
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nearest cell tower. If a subscriber moves to another location, the phone is then “handed off” to the nearest cellphone tower to the new location. Service providers can generate location data at any time by sending a signal to the cellphone to determine its location, which can be sent back to the service provider, a process commonly known as “pinging.” However, once a cellphone is powered off, a provider can no longer receive location data from the subscriber’s phone.

In both Moorer and Wells, police investigators pinged the defendants’ cellphones without a judicially authorized warrant to aid them in locating the defendants. The defendants in those cases moved to suppress all evidence retrieved as a result of the ping technology. Both the Moorer and Wells courts determined that obtaining the live Geolocation data from the defendants’ cell phones did not constitute a search within the meaning of the Fourth Amendment.

II. Factors driving the Moorer and Wells decisions

The courts arrived at their decisions based on four main findings: (1) the defendants had no reasonable expectation of privacy in the Geolocation data; (2) there was no physical intrusion that resulted in investigators receiving Geolocation data from the defendants’ cellphones; (3) Geolocation tracking data sent from cellphone GPS to law enforcement was more akin to the technology of beepers or pagers; and (4) societal norms have changed to the point where citizens are expected to know that GPS technology can be used to locate and track their phones.
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A. No expectation of privacy in Geolocation data

The Fourth Amendment of the United States Constitution protects “against unreasonable searches and seizures” of a citizen’s “person, house, papers and effects.” Conversely, the Fourth Amendment is not implicated in situations where a search has not occurred. Search and seizure law originally followed a common-law physical trespass theory, but in 1967, the Supreme Court shifted its stance in *Katz v. United States*. Under *Katz*, a search occurs within the meaning of the Fourth Amendment whenever a suspect’s reasonable expectation of privacy has been violated. *Katz* employed a two-step analysis: (1) whether the individual “has exhibited an actual (subjective) expectation of privacy;” and (2) whether society is prepared to recognize the expectation as (objectively) reasonable.

The Supreme Court applied these principles to modern technology in *Smith v. Maryland*. The *Smith* Court held that the installation of a device that records all numbers called from a particular telephone line, commonly referred to as a pen register, was
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not a search under the Fourth Amendment.\textsuperscript{23} In his majority opinion, Justice Blackmun focused on the fact that the defendant voluntarily turned over pen register information to a third party service provider.\textsuperscript{24} Justice Blackmun reasoned that individuals were aware that the service provider had this information since all customers received a copy of all numbers dialed in their monthly bill.\textsuperscript{25} Therefore, the Smith Court found that there was no reasonable expectation of privacy in that information.\textsuperscript{26}

Both the \textit{Moorer} and \textit{Wells} cases drew analogies to the \textit{Smith} case, likening Geolocation data to pen register information.\textsuperscript{27} A subscriber’s signal is necessary to make a call from a cellphone, and the information contained in the signal is voluntarily turned over to the third-party service provider.\textsuperscript{28} Thus, in the same way that an individual has no reasonable expectations of privacy in pen register data, neither does he or she have a reasonable expectation of privacy in GPS information.\textsuperscript{29, 30}

B. Distinguishing physical trespasses in \textit{Jones} and \textit{Weaver}

The defendants in \textit{Moorer} and \textit{Wells} both cited to the case of \textit{United States v. Jones}, and its New York Court of Appeals counterpart,
People v. Weaver. Both Jones and Weaver involved the warrantless surreptitious physical attachment of GPS devices on vehicles to track movements over an extended period of time. The Jones and Weaver courts held that the physical attachment of the GPS devices constituted searches pursuant to the Fourth Amendment, and therefore required a warrant. The Jones Court applied a physical trespass theory in arriving at its conclusion.

The Moorer and Wells courts easily distinguished Jones and Weaver, however, because neither Jones nor Weaver involved the pinging of a cellphone. Rather, in Moorer and Wells, there was no physical installation by law enforcement of anything onto the defendants’ cellphones. Instead, investigators merely obtained Geolocation data that the phones were already emitting. Thus, as the Wells court held, there was no intrusion into that defendant’s “house, papers and effects.” The Moorer court added that neither the Jones nor Weaver majorities addressed the constitutionality of merely gathering information from GPS devices that had been installed in a car or cellphone with the owner’s knowledge or consent.
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C. Analogizing 'beepers' in the Knotts and Karo cases

The Moorer court went a step further in its analysis of the Jones case. The Jones decision made reference to two post-Katz cases: United States v. Knotts and United States v. Karo. Both Knotts and Karo involved the use of “beepers,” which are electronic tracking devices that were precursors to modern GPS devices. In both cases, beepers were installed in containers before the defendants took possession of them, and the information gathered aided investigators in finding the defendants. The Supreme Court ruled in both cases that the installation of the beepers did not constitute a search even though the defendants did not have knowledge of the beepers’ presence.

Likewise, in Moorer and Wells, pinging the defendants’ cellphones narrowed the area in which police searched for the defendants. In both cases, investigators combined the general
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location information received from the ping with other investigative techniques to track down the defendants’ cellphones.\textsuperscript{47} Indeed, the \textit{Wells} court made specific note of the generality of the information received from the ping, stating that it merely provided investigators with the general area near cellphone towers, based on a calculation of latitude and longitude, within which the cellphone could be found.\textsuperscript{48} The defendant simply could not assert an expectation of privacy in such a large space.\textsuperscript{49}

The \textit{Moorer} court also cited a non-precedential case, \textit{Devega v. State of Georgia}, in which investigators used GPS information from the defendant’s cellphone to locate him, in the same manner as in \textit{Wells}.\textsuperscript{50} The \textit{Devega} court held that ping information received from cellphones was merely “the next generation of tracking science and technology” that built upon beepers.\textsuperscript{51} \textit{Devega} concluded that warrantless pinging of the defendant’s cellphone revealed the same information that physical surveillance would provide, so there was no search within the context of the Fourth Amendment.\textsuperscript{52}

\textbf{D. Analyzing social norms and expectations}

As part of their decisions, both the \textit{Moorer} and \textit{Wells} opinions also found that societal norms and expectations are such that there is no reasonable expectation of privacy in GPS data from cellphones.\textsuperscript{53} The \textit{Wells} Court argued that modern day cellphone users are aware of “the capacity for their phone to be located by GPS.”\textsuperscript{54} Similarly, the
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Moorer Court reasoned that “public ignorance about cell phone technology can no longer be maintained.”\(^{55}\) Both courts also found that cellphone users could easily avoid being potentially tracked by government investigators simply by shutting off their cellphones.\(^ {56}\)

### III. What the Moorer and Wells decisions mean for practitioners

The two trial court decisions in Moorer and Wells have implications for Fourth Amendment law and practitioners. The decisions, if not overturned by higher courts, clearly allow government investigators in New York to obtain Geolocation data for employees' cellphones without first obtaining a judicially authorized warrant. The prevailing theory is that citizens have no expectation of privacy over their GPS data because they freely share it with third-party service providers.

The decisions also seem to implicitly endorse the use of Geolocation tracking on vehicles, or any other device, that come preloaded with GPS technology. This falls directly in line with the two United States Supreme Court cases cited in Moorer that involved beepers. Both the Moorer and Wells courts reasoned that it was within a citizen’s general knowledge that he may be located by the GPS that is pre-installed on his phone. Thus, these two cases will become even more relevant as more vehicles and other devices come preinstalled with Geolocation systems, such as General Motors' Onstar system.

Not all courts to have considered this issue agree with the Wells and Moorer courts, however. The New Jersey Supreme Court, for example, found in 2013 that cellphone GPS information fell within the ambit of the Fourth Amendment in ruling that police needed a judicially authorized search warrant in obtaining tracking information through
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the use of a cell phone. That court reasoned that modern cellphones “blurred the lines” in terms of privacy concerns because location signals can be transmitted from both public and private places, which created an intrusion that “a reasonable person would not anticipate.” Legal commentators have also argued that a search warrant may be required to ping a cellphone based on the theory that such a ping is actually a physical trespass (albeit an electronic one) by the service provider at the behest of law enforcement. While finding some support in tort law concepts, however, this theory has yet to be adopted by a court considering this particular issue.

IV. Conclusion

Both Moorer and Wells provide meaningful guidance in terms of how the Fourth Amendment will be applied as it relates to receiving live Geolocation data, although certainty on the issue requires that it be taken up by higher courts. Until that time, however, government investigators do not need a search warrant to obtain Geolocation data from a cellphone in New York State. This also should apply to other devices that have pre-installed GPS capability.
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